Data Center Solutions You Can Count On

Managed Security is a top business concern and requires a comprehensive, skilled approach.

Compliance and security are separate issues, but are closely related. As a service provider, it is tough to be secure without compliance, and compliant without stringent security policies and products.

We Focus on Security So You Can Focus on Your Business
TierPoint Managed Security and Compliance Services protect your data and help ensure you remain compliant with the latest standards and regulations. Our 40 data centers ensure security at all three levels:

- **Physical Security**
  Our data centers are protected by checkpoints, electronic and/or bio-metric access mechanisms, and robust emergency procedures to protect against physical threats to your systems.

- **Network Security**
  Our network security services create a secure environment for data and other traffic.

- **Data Privacy**
  Multi-factor authentication, data encryption and secure channels are used to prevent unauthorized access to resources.

Security and Compliance Are Top of Mind
In survey after survey, CIOs and CTOs mention security and compliance as their top concerns. In order to be compliant, you must ensure the security and integrity of your systems. And, not only can a security breach severely damage a company’s reputation and result in tens of thousands of dollars (or more) in fines; it can also effectively end the career of those responsible for the organization’s security strategy.

Maintaining security and compliance is like trying to hit a moving target. Industry standards and regulations are continually revised. Technology advancements open up new opportunities for cybercriminals. And, as soon as you think you’ve got one thing covered, something new pops up.
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TIERPOINT’S MANAGED SECURITY AND COMPLIANCE
We Follow the Best Security Model in the Business

If you want to do something right, emulate the best. That’s why we follow the CIA Security Triad, which encompasses three key areas:

- **Confidentiality** Limit information access and disclosure only to authorized users.
- **Integrity** Monitor data sources and ensure only appropriate changes to the data are allowed.
- **Availability** Ensure security measures do not hinder authorized access to information.

TierPoint offers a full suite of security services to address each of these key areas. We have in-house expertise that can help you choose services that meet your current requirements and help you anticipate your future needs. These include:

- Managed Firewalls
- Intrusion Detection
- Log Management
- Threat Management
- Monitoring
- Multi-factor Authentication
- Anti-virus/Anti-malware
- Operating System Hardening
- DDoS Mitigation
- Web Application Firewall
- Vulnerability Scanning
- VPN Services
- Physical Data Center Security
- Access Control Lists
- Email Security
- Global Load Balancing
- Data Encryption

Security and compliance go hand in hand. You can’t be compliant with most industry standards and regulations without ensuring the security and privacy of your data. TierPoint maintains a number of specific compliance designations, including:

- SSAE 16, SOC 1 and SOC 2
- HIPAA/HITECH
- GLBA
- PCI DSS v3.2
- ITAR

Backed by policies and procedures that are based on NIST 800 standards, TierPoint custom delivers security solutions designed to meet your individual business needs.